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Abstract: With the rapid growth of online social media
and ubiquitous Internet connectivity, social sensing has
emerged as a new crowd sourcing application paradigm of
collecting observations (often called claims) about the
physical environment from humans or devices on their
behalf. A fundamental problem in social sensing
applications lies in effectively ascertaining the correctness of
claims and the reliability of data sources without knowing
either of them a priori, which is referred to as truth
discovery. While significant progress has been made to
solve the truth discovery problem, some important
challenges have not been well addressed yet. First, existing
truth discovery solutions did not fully solve the dynamic
truth discovery problem where the ground truth of claims
changes over time. Second, many current solutions are not
scalable to large-scale social sensing events because of the
centralized nature of their truth discovery algorithms. Third,
the heterogeneity and unpredictability of the social sensing
data traffic pose additional challenges to the resource
allocation and system responsiveness. In this paper, we
develop a Scalable and Robust Truth Discovery (SRTD)
scheme to address the above three challenges. In particular,
the SRTD scheme jointly quantifies both the reliability of
sources and the credibility of claims using a principled
approach. The evaluation results on three real-world data
traces (i.e, Boston Bombing, Paris Shooting and College
Football) show that the SSTD scheme is scalable and
outperforms the state-of-the- art truth discovery methods in
terms of both effectiveness and efficiency.

Keywords. Big Data, SRTD, Data Sparsity, Robust, Social
Media Sensing

. INTRODUCTION

This paper presents a scalable streaming truth

discovery scheme for social sensing applications. Social
sensing has emerged as a new paradigm of
crowdsourcing applications where humans are used as
ubiquitous, versatile and inexpen- sive sensors to report
their observations (often caled claims) about the
physical world [35]. This paradigm is motivated by the
proliferation of portable data collection devices (eg.,
smartphones), the wide adaptation of online social media
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(eg., Twitter, Facebook) and the ubiquitous Internet
connectivity (e.g.,WiFi, 4G/5G). Examples of social
sensing include ob- taining real-time situation awareness
in disaster and emergency response scenarios [34],
intelligent transportation system ap- plications using
location based social network services [1], geotagging
and urban sensing applications using inputs from
common citizens [40]. A critical chalenge in social
sensing isreferred to as truth discovery where the goal is
to identify the reliability of the sources and the
truthfulness of clams they make without the prior
knowledge on either of them.

Consider a campus attack scenario (e.g., OSU attack in
Nov. 2016) as an example. A significant amount of
reports about the current situation of the attack (e.g., the
number  of casualties, the escape path of suspects and
safety alerts) are available from the socia sensors (e.g.,
news reporters and common citizens on socia media).
However, those social sensors may not always generate
reliable claims and some of their clams may even
contradict with each other. Table | shows some example
tweets collected in the OSU attack. Weobserve the first
two tweets report that there was a shooting happening at
OSU campus while the third one report it was false news.
In genera, it is very chalenging to identify the
truthfulness of the claims without knowing the reliability
of the individual sources who make them a priori.
Additionally, sources could aso intentionally or
unintentionally propagate the misinformation through
their social networks [38]. All these complexities make
the truth discovery in socia sensing a non-trivial task to
accomplish.

Table-l: Example Tweets on Contradicting Claims
in OSU CampusAttack, November, 2016.

Tweset Timestamp

OSU POSSIBLE SHOOTING: | am on campus| 28 Nov 2016,

near @OSUengineering TONS of police. 7:23 AM
There was a shooting at Ohio state please pray | 28 Nov 2016,

for people’s safety #osu 7:47 AM EST

Liberals putting out fake claims about the ter-

rorist attack. 1st not a shooting, 2nd not an ﬁ 3;“ ZVM 22%?
American, 3rd not nazi but |slamic#osushooting ’

A rich set of solutions have been proposed in network
sensing, data mining, machine learning communities to
solve the truth discovery problem [7], [14], [17], [25], [37],
[39], [41]. However, several significant challenges have
not been well addressed by the state-of-the-art solutions.
First, existing solutions did not fully solve the dynamic
truth discovery problem where the ground truth of claims
changes over time.
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There are two critical tasks in addressing the dynamic
truth challenge.

The first is to capture the transition of truth in atimely
manner and the second one is to be robust against noisy
data that may lead to the incorrect detection of the truth
transition. Only a small number of schemes been
proposed to solve the dynamic truth discovery problem.
For example, Pd et. a considered the evolving
information of objects and esti- mated the truth of
variables in current time interval based on sources’
historical claims [24]. Li et al. proposed aMaximum A
Posterior based real-time algorithm to solve the dynamic
truth discovery problem [9]. However, these approaches
could be unresponsive when the amount of social sensing
datais large or the amount of resources on the deployed
systemislimited. Moreover, their solutions are not robust
in noisy and sparse social sensing scenarios since their
truth discovery accuracy is sensitive to the quality and
quantity of thesensing data.

Second, existing truth discovery solutions did not fully
explore the scalability aspect of the truth discovery
problem. Social sensing applications often generate
large amounts of data during some important events
(e.g., disasters, sports, unrests) [27]. For example, 3.8
million people have generated a total of 16.9 million
tweets with tweet per minute pesked at a rate of over
152,000 in Super Bowl 2016 [22]. However, current
centralized truth discovery solutions are incapable of
handling such large volume of social sensing data due to
the resource limitation on a single computing device. A
limited number of distributed solutions have been
developed to address the scalability issue of the truth
discovery problem. Both Ouyang et a. [23] proposed a
distributed solution based on Hadoop system, but there
are severa non-trivial drawbacks. First, Hadoop is a
heavy-weight solution in the sense that it requires along
start up time. Second, Hadoop is designed  as a batch
processing system that is most suitable for data of very
large volume (e.g., Petabytes of data) and may not be
the best solution for the size of datasets collected in
many socia sensing events (e.g., GB to TB). Third,
Hadoop assumes homogeneity of the underlying
computing nodes [29], which ignores the heterogeneity
of the computational resources we have in red
distributed systems.

The third challenge lies in the heterogeneity and unpre-
dictability of the streaming data traffic. First, different
topics partitions can be processed in a synchronized
manner [23]. However, such strong homogeneity
assumption on the data streams barely holds in rea
world social sensing applications. In this paper, we
develop a Scalable Streaming Truth Discovery (SSTD)
scheme to address the above challenges. Toaddress the
dynamic truth discovery challenge, we develop a Hidden
Markov Model based solution to dynamicaly es
timate the true value of claims based onthe observations
reported by social sensors. To address the scalability
challenge, we developed a light-weight distributed
framework that is both scalable and efficient to solve the
truth discovery problem using Work Queue and HT Condor
system. To address the data heterogeneity challenge, we
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integrated the Scalable and Robust Truth Discovery
(SRTD) scheme with an optimal workload allocation
mechanism using feedback control (i.e., Proportional
Integral Derivative (PID) controller) to dynamicaly
alocate the resources (e.g., cores, memories) tothetruth
discovery tasks. We evaluated the Scalable and Robust
Truth Discovery (SRTD) schemein comparison with the
state-of-the-art truth discovery baselines using three
rea-world social sensing data traces (i.e., Boston
Bombing, Paris Shooting and College Football) collected
from Twitter. The evaluation results show that our
Scalable and Robust Truth Discovery (SRTD) scheme
significantly outperforms the compared baselines in
terms of truth discovery accuracy and computationa
efficiency.

In summary, the contributions of this paper are as
follows:

- This paper addresses three fundamental challenges in
truth discovery problem in socia sensing: dynamic
truth, scalability and heterogeneity of streaming
data.

-We develop the Scalable and Robust Truth
Discovery (SRTD) scheme that incorporates the
Hidden Markov Mode (HMM) to effectively
address the dynamic truth discovery challenge.

-We develop a light-weight distributed framework
based on Work Queue and HTCondor system to
address the scalability challenge.

-We integrate the Scalable and Robust Truth
Discovery (SRTD) scheme with an optimal workload
alocation mechanism to address the heterogeneity
of the streaming social sensing data.

-We evaluate the performance of the Scalable and
Robust Truth Discovery (SRTD) scheme and
compare it with the state-of-the-art truth discovery
solutions through real-world case studies. The
evaluation results demonstrate the effectiveness and
significant per- formance gains achieved by our
scheme.

II. PROBLEM FORMULATION

In this section, we formulate our robust truth discovery
problem in big data social media sensing. In particular,
consider asocial media sensing appl icaﬂorg{yhere agroup
of M'sources S=(S1, Sz, ..., Su) reportsaset of Nclaims,
namdy, C=(Ci, Cz, ..., Cn). Let Sidenotethe ith source
and Cj denote the jth claim. We define RPt to be the report
made by source S on claim Cj at time t. Takg Twitter as an
example; a source refersto auser ac- count and aclamisa
statement of an event, object, or topic that is derived from
the source’s tweet. For example, atweet “Not much of the
comment about the Dallas shooting has focused on the fact
the sniper was a veteran.” is associated with a claim “Dallas
shooting sniper was a veteran”. The tweet itself is
considered as the report. We observe that the social media
sensing data is often sparse (i.e., the mgjority of sources
only contribute to a limited number of clams in an event).
We further define Cj = T and Cj = F to represent thata
claimistrueorfal se,respectively.Eachclaimisalso associated
with a ground truth label  x§  such that xj = 1 when Cj is

true and x; = 0 otherwise.
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The goal of the truth discovery task is to jointly estimate
the truthfulness of each claim and the reliability of each
source, which is defined as follows:

DEFINITION 1. Claim Truthfulness Dj for claim Cj:
Thelikelihood of aclaim to betrue. The higher D;is, the
more likely the claim C;j is true.

Formally we define D; to estimate:
Pr(CG =1)

DEFINITION 2.SourceReliability Rifor sour ceS;: Ascore
representshowtrustworthy asourceis. Thehigher R, is, the
more likely the source S will provide credible and
trustworthy information. Formally we define R to estimate:
Pr(C; =TISCi,j = T)

where SCij = T denotesthat source Sireportsclaim

C; to be true.
Since sources are often unvetted in socia media sensing
applications and may not always report truthful claims, we
need to explicitly model the reliability of data sources in
our problem formulation. However, it is chalenging to
accurately estimate the reliability of sources when the social
media sensing data is sparse [34]. Fortunately, the reports
themselves often contain extra evidence and information to
infer the truthfulness of a claim. In the Twitter example, the
text, pictures, URL links, and geotags contained in the tweet
can al be considered as extra evidence of the report. To
leverage such evidence in our model, we define a credibility
score for each report to represent how much the report
contributes to the truthfulness of a claim.
We first define the following terms related to the
credibility score of a report made by source S;
on clam Cj at time k.
DEFINITION 3. Attitude Score (pk ) Whether a
source believes the clam is true, fase or does not
provide any report. We use 1, -1 and O to represent
these attitudes respectively.
DEFINITION 4: Hidden States of Truth: the true
value for the clam at a given time instant that is
not directly observable.
DEFINITION 5. Independent Score: (nk ): A score
in the range of (0,1) that measures whether the
report Ri,u is made independently or copied from
other sources. A higher score is assigned to a
report that is more likely to be made
independently.

1. PROPOSED ALGORITHMS

This Paper describes the three challenges
nothing but the Misinformation, data sparsity
and trustworthiness using the SRTD(Scalable and
robust trust discovery scheme).  Certain
observations are made which are relevant to our
model as follows

[1 Observation 1: Sources often spread false
information from others without independent
verification by simply copying or forwarding
information (e.g., retweets on Twitter).

[1 Observation 2: False clams have intensive
debates on those claims and often controversial
and sources tend to disagree with each other.

[1Observation 3: If a source debunk sits
previous claim, it’s very likely the previous
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clam is fase because people are generaly
prone to be self-consistent.

More specifically, the contribution score of
source Si on clam Cj is denoted as CSij and it
is formally calculated as: CSij = sgn(SLSK i,j))K
X k=1RK+1-k i |SLSKi,j|

The following diagram explains about the
SRTD architecture

Input: TSC Matrix

-

Dynamic Task Manager

TSC: TSC: .. TSG: %\

Control
System

" Task Pool — =

Worker Pool L

HTCondor System ]

A. Architecture of SRTD

Usually from the above diagram Dynamic Task
Manager which implemented as a master work Queue
process that initializes a work pool, dynamicaly
spawns new task into the task pool and it considered
as a key component. DTM divides the TSC matrix
into sub matrices then it spawns set4 of tasks to
process al submatrices on the HTCondor system.
SRTD is aways integrated with the feedback control
system to monitor the current execution speed of each
Truth Discovery task and also to estimate its expected
finish time. DTM was informed by the feedback
control system of control signals based on the
performance of the system and it dynamically adjust
the task priority and resource allocation to optimize the
overal system performance.

B. SRTD iAlgorithm

1) Algorithm 1 Scalable Robust Truth Discovery
(SRTD)

Input: TSC matrix

Output: claim truthfulness ~ xx j,v1 <j < N

Initidize Ri = 0.5,vVi < M; set the values of credibility
scores; initialize max iteration = 100

Split Original TSC matrix into Z submatrices, let S(z)
denote the number of sources in the z-th submatrix
while{Dj}do not converge or reach max iteration do

for all z1 <z < Z do for dl i,1 <i < S(z) do for al
1 <j<Ndo

if TSCij exists then
compute CSij based on Equation (6)
end if

end for

end for

forali,1<i<$S(z) do
estimate Ri based on Equation
()
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V. CONCLUSION

In this paper, we proposed a scalable robust truth discovery — 17.

(srtd) framework to address the data veracity challenge in

big data socia media sensing applications. in our solution,

we explicitly considered the source reliability, report  1g

credibility, and a source’s historical behaviorsto effectively

address the misinformation spread and data sparsity

challengesin the truth discovery problem. We also designed 4

and implemented a distributed framework using Work 2o

Queue and the HTCondor system to address the scalability

challenge of the problem. We evaluated the SRTD scheme o1

using three real- world data traces collected from Twitter. '

The empirical results showed our solution achieved

significant performance gains on both truth discovery 22

accuracy and computational efficiency compared to other 3431

stateof-the-art baselines. The results of this paper are '

important because they provide a scalable and robust
approach to solve the truth discovery problem in big data  25.
social media sensing applications where data is noisy,

unvetted, and sparse. 2.
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