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 

Abstract - To develop and implement a Virtual Local Area 

Network by using sub-netting and to find the optimized IP 

depended on host number. When a company purchases web 

hosting from Internet Service Provide they will purchase several 

static addresses. As a result an automated system to store the 

information about assigned IP address and solve the problem. 

The main objective is to develop and discuss about the various 

Internet Service Provider (ISP) and securing the network by 

using Network Address Translator (NAT) and Access Control list 

(ACL). Static routes or a direct connection to the destination 

network i.e. a router might be running both an Open Shortest 

Path First version 3 (OSPFv3) process and a Routing 

Information Protocol (RIP) process. If the OSPF protocol is 

advertised to optimize the routes by RIP protocol, it is said to be 

redistributing RIP. The detailed information about the Dynamic 

protocols such as RIP, OSPFv3, EIGRP etc.., its standards, 

functionality and internetworking issues in the networking 

domain are observed and troubleshoot the problems in the 

internetwork connectivity using the CISCO routers and end 

devices and hence to design a simple network with tool with 

multiple routing protocols in IPv6 domain and redistribute for 

end-to-end communication. 

Keywords: RIP, OSPF, EIGRP, NAT, ACL, and ISP.  

I. INTRODUCTION 

In the system sub-netting, expansive system is partitioned 

into littler systems and that intended to deliver IPs from 

giving web address (IP) that give from Internet Service 
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Provider (ISP) and separate into sub systems [4]. The stage 

training model sub netting IPv4 (PTMS-IP4) is a robotized 

framework which computes the subnet of a system. It shows 

well-ordered every one of the stages associated with sub 

netting. The framework initially figures the subnet veil into 

parallel [2]. The dealing with task of IP address is critical, as 

each or client associated with a given subnet will be 

appointed an IP address utilizing a similar system prefix, yet 

every sub system will have an alternate system prefix. We 

need three stages to sub netting; the initial step is to decide 

the quantity of host bits to be utilized for the sub-netting [6]. 

The quantity of host bits being utilized for sub-netting 

decides the conceivable number of subnets and hosts per 

sub-net. Second step is determining the new sub-network 

arrange IDs, in view of the quantity of host bits. Third step 

indicates the IP addresses for each step organize ID and 

determine the IP addresses for each part arrange ID by 

characterizing the scope of IP address. Packet Tracer is a 

cross-stage visual re-enactment apparatus structured by 

Cisco Systems that enable clients to make arrange topologies 

and emulate current PC systems [7]. The product enables 

clients to reproduce the design of Cisco switches and 

switches utilizing a mimicked order line interface [8]. 

Bundle Tracer utilizes an intuitive UI, enabling client to 

include and evacuate reproduced organize gadgets. The 

product is basically engaged towards Certified Cisco 

Network Associate Academy understudies as an instructive 

device for helping them learn essential CCNA ideas [9]. 

II. RELATED WORK 

“Distributed Virtual Routing,” it is one the routers in 

network Coordinate to perform the work of data packets for 

the type of VLAN environment. The Distributed Virtual 

Routing, it is an effective process of the data routing 

technique and  points is based on the traffic information 

collected from the data link, physical  layer etc. along with 

the IP layer[5]. 

The subnet degree refers to numerous interfaces held in the 

subnet. The degree of distribution of ISP is to find the same 

discrete sub netting process. In this ISP most of the subnets 

and its degree is said to be median degree. Therefore, they 

highly distributed the degree. At the same time, two ISP node 

has a minute number of degree 

Subnets having numerous ISP 

of different IP addresses which 

is from the Akamai  
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technologies [4] 

Analysis of routing protocols in vane using ns-2 simulator. 

In this work, they were using WLAN technology for short 

range average calculation in between vehicle-to-vehicle and 

vehicle-to-roadside communications. [1] 

In this work, they had to know about the current public 

education and resilience strategies. This work was conducted 

by GNS science community resilience research. [3] 

III. NETWORK TOPOLOGY 

A. Schematic Sketch 

 

Fig 1 schematic diagram 

1. DNS 

We have 5 personal computers for client and there is one 

DNS Server and one switch device for connecting all the pc 

to form a LAN (local area network) in this branch. The user 

can communicate with other system through IP address (or) 

the domain name of the system in this branch the IP address 

is used as 10.0.0.0 

2. IIS  

We have 5 personal computers for clients and there is one 

IIS Server and one switch device for connecting all the pc to 

form a LAN (local area connection) in Mumbai branch the 

clients can communicate through the IP address in this 

branch the IP address is used as 172.16.0.0.  

3. DHCP 

We have 9 personal computer for clients and there is one 

DHCP Server and one switch device for connect all the pc to 

form a LAN (local area connection) in Bangalore branch. 

The clients can communicate through the IP address and 

there is DHCP (dynamic host configuration protocol) so 

client can get IP address through the DHCP server 

automatically. In this branch the IP address is used as 

172.17.0.0 

In this DHCP we have implemented DORA process 

D – DISCOVERY          O - OFFER 

R – REQUEST               A - ACKNOWLEDGE 

4. DNS AND IIS 

 

We have 3 personal computers for clients and there is one 

DNS Server, one IIS and one switch device for connecting all 

the PCs to form a LAN (local area network). In this branch 

the IP address is used 172.19.0.0. So the clients can 

communicate through the IP address (or) the domain name of 

the system through the help of DNS server and IIS server. 

B. Sub-Netting 

The system sub-netting how it is troublesomely to 

partitions a substantial system into littler systems that 

intended to deliver IPs from giving web address (IP) that give 

from Internet Service Provider (ISP) and separate into sub 

systems. An earlier workmanship way to deal with LAN 

excess has been to give at least two LANs, each having a 

LAN controller coupled to information specialized gadgets. 

Some product is required in the information specialized 

gadgets to switch between the LAN controllers when a 

disappointment happens in certain fragments of the system. 

Every gadget or client associated with a given subnet will be 

doled out an IP address utilizing a similar system prefix; 

however every subnet work will have an alternate system 

prefix. Show how each subnet has an alternate system prefix. 

C. Routing Protocol 

A router protocol is a protocol which advertises the nearest 

node and fetches the neighbour nodes. There are different 

protocols used to communicate between the networks. The IP 

 Determination of optimal path to destination 

 Delivering the data packets to the destination. 

1. Static Routing Protocol 

Static routing protocol is the method which is to assign the 

IP addresses manually to communicate among the networks. 

Static routing method is used to assign the IP address of the 

overall router network. Network administrator connected a 

router to computer and verified communication by using 

ping. They are not suitable for large Internetwork. 

The command used for the static router protocol is, 

 

Fig2. STATIC PROTOCOL 

COMMAND 
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Fig 3STATIC PROTOCOL COMMAND 

2. Dynamic Routing Protocol 

Dynamic routing protocol is the method which is 

dynamically (automatically) assigns the IP address for the 

routers in the communicating network. By using Routing 

table, neighbour node are analysed and automatically update 

the routes in the table. In the WAN connection the multiple 

links between the networks, router performs more efficiently. 

Routers do this by getting the details from other routers. 

Routers create the routing tables which show the shortest 

path to deliver the data. In this dynamic protocol there are 

two main subdivided protocols used in the network 

communication. 

Dijkstra Algorithm: 

 To calculate the routing table all routers must use the 

Dijkstra algorithm to its link state database. 

 The Dijkstra algorithm helps to find the shortest path 

between two points on a network, using a graph made up 

of nodes and edges. 

 The algorithm divides the nodes as tentative and 

permanent. 

 Choose a node, make it tentative, examines them, and if 

they pass the criteria make them permanent. 

 Router# show IP route 

 In this command the 1 represent the process id 

3. EIGRP 

EIGRP is the method which is used to overcome the 

drawbacks faced in the RIP routing protocol. Here in this 

more than 100 routers are utilized. It allows routers to select 

shortest path dynamically based on the current state between 

the two networks. It supports hierarchical topology and 

automatic load sharing among the routers. The overall 

connection is established using the routers. The EIGRP 

routing protocol uses the command format which is shown 

below in the screenshot. 

 

Fig 4. Neighbor Topology 

 

Fig 5 EIGRP Entries 

D. Network Securing Protocol 

IP inside for securing network, two securing protocol is 

used. 

 NAT 

 ACL 

1. NAT 

Network Address Translation is the process used to hide 

the Private ip in network to Public ip address .It provides the 

security from intruders. 

There are three method used in NAT 

 Static NAT 

 Dynamic NAT 

 Dynamic Overload NAT 

2. Static NAT: 

Static NAT is used to 

translate one private IP to one 

public IP. 
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3. Dynamic NAT: 

Dynamic NAT is used to configure the set of public IP 

address for the group of private IP address. 

IV. EXPERIMENTAL RESULTS 

From this scenario, the result that we obtained is how the 

data transferred is executed all over the world. The protocols 

that are used are expressed in the stimulation factor. The 

software that was used is Cisco packet tracer provides the 

result which is much effective and hence the required 

topology is obtained. Here for the securing purpose, we have 

used the NAT and ACL protocol. Here we design a four 

branches and a central server, we connect those system using 

several routers and switches. Here we enabling the VLAN 

concept so that it reduce the traffic flow and we enabled L3 

switch so that we can create the communication between two 

VLAN’S. And we use various ISP that provide the path to 

communicate between the branches. Here for the securing 

purpose, we have used the NAT and ACL protocol. 

Table 1: Comparison of various attributes of Existing 

system and proposed system 

Properties for 

comparison 
Existing  system 

Proposed system by 

VLAN 

Security 

Initially they use 

Firewall configuration 

for all the systems. 

Here we initialize the 

NAT to the router so we 

use same IP for all 

systems.  

Success Rate 

Compare to VLAN it 

has more Delay up to 

0.5 ms  

 

Here by using EIGRP 

the delay rate is reduced 

to 0.1ms  

Bandwidth 

Clock rate -64,000 

bit/sec  

 

Clock rate – 20,00,000 

bit per sec max.  

Sub-netting 

Sub-netting concept is 

not used 

Here sub-netting 

concept is used to reduce 

the IP wastage in a 

network. 

Here we compared the clock rate speed of both existing 

and proposed system. In the existing general work the clock 

rate is 64,000 bit/sec when compared to the proposed one our 

clock rate speed up to max 20, 00,000 bit per sec max. 

0
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Fig 6 comparison of clock rate with existing system 

Here we compared the success rate of the general work and 

our proposed work. Normally the success rate should be less 

so that the delay of the data transmission will reduce. 
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Fig 7 comparison of Bandwidth success rate 

 

Fig 8 Server Reached output 

This is the result were we successfully reached out the 

server from the branch node which is designed by VLAN. 

V. CONCLUSION 

By using CISCO packet tracer the output simulation is 

easily analysed and there is no issue in using number of 

routers. In this we have use NAT and ACL for securing 

purpose which provides efficient protection while 

transferring the data. From this scenario, the result that we 

obtained is how the data transferring is executed all over the 

world. The protocols that are used are expressed in the 

stimulation factor. The software that was used is CISCO 

packet tracer provides the result which is much effective 

and hence the required topology is obtained. Here for the 

securing purpose, we have used the NAT and ACL protocol. 

By using CISCO packet tracer the output simulation is easily 

analyzed and there is no issues in using number of routers .In 

this we have use NAT and ACL for securing purpose which 

provides efficient protection while 

transferring the data. 
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