
International Journal of Computer Applications (0975 – 8887)  

Volume 94 – No 6, May 2014 

15 

Routing Techniques in Wireless Sensor Networks

 
           Sanjolly Jain                                                      

Research Scholar 
SBSSTC, Ferozepur, Punjab 

 
Amit Grover 

Assistant Professor 
SBSSTC, Ferozepur, Punjab

 

ABSTRACT 

Wireless sensor network is a self configured network being 

composed of a large number of sensors. Due to the fact that 

sensors in the wireless sensor network are powered with 

battery and it is difficult to replace and/or recharge their 

batteries, energy efficient routing is the major concern in the 

field of wireless sensor network to enhance the lifetime of the 

network. Consequently, Numbers of routing techniques have 

been proposed for wireless sensor network to make longer life 

time and low energy consumption. Mainly these are sorted 

into three categories such as Flat and data centric routing, 

Hierarchical routing, Location based routing. This paper 

presents a review of some major work in area of flat and data 

centric routing technique and hierarchical routing technique 

for WSNs. This article also compares the characteristics and 

performance issues of different routing protocols. 
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Keywords 
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1. INTRODUCTION 
With the rapid development of micro-electromechanical 

systems and the wireless communication, have reduced the 

cost of the deployment of small sensor nodes. WSN is a 

network of many tiny, low power devices called nodes, which 

provide opportunities in several domains ranging from 

military to civil use [1] [2]. Considering the fact that the 

longevity of wireless sensor network is usually limited due to 

their non-rechargeable energy resources, thus it need be 

carefully planned to enhance the network lifetime. The main 

source of power consumption is communication [3], hence a 

high performance routing technique is an important part in 

WSN. According to the structure of network topology, routing 

techniques are divided into three categories such as data-

centric and flat architecture routing technique, hierarchical 

routing technique and location based routing technique. This 

survey paper discusses the data-centric and flat architecture 

routing technique and the hierarchical routing technique along 

with routing protocols that follow the mechanism of these 

routing techniques. This paper also provides the comparison 

of various routing protocols in terms of various factors in a 

tabular form. 

  

 
 

 

2. DATA-CENTRIC AND FLAT 

ARCHITECTURE ROUTING 

TECHNIQUE 
A WSN network consists of a large number of sensor nodes, 

so it is very difficult to provide specific Ids to each of the 

sensor nodes. This is the main reason addressed based routing 

protocols are not desirable for WSNs. To vanquish this 

problem, data centric and flat architecture routing protocols 

have been developed. In data centric routing, sink initiates the 

query message to the destination region and then waits for the 

data from the sensor nodes deployed in that region. Instead of 

sensor nodes Ids, data centric routing requires attribute based 

naming [4]. Figure 1 shows the data centric routing. In this 

case, sink is interested in regions where the temperature is 

greater than 70 F. Hence, the nodes with sensor readings 

matches this query are reported. Kindly note that data centric 

routing assigns routes on the basis of the query content and 

hence for each query, the nodes that provide information will 

change. In flat architecture routing, there are a large number 

of nodes that are integrated together to sense the environment. 

These nodes are similar to each other and there is no need to 

assign global Ids to them. Note that every node within the 

selected region is busy in the routing mechanism hence these 

nodes can apply any routing rule to the packets that is either 

forward or drop [5]. 

           

(a) WSN topology with                       (b) Sink initiates a 

temperature reading                             Query (t>70F) 

      of each node 
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(c)  Nodes with matching                     (d) Routes are 

readings are addressed                    generated 
 

Figure 1: Illustration of data-centric routing 

 

In the next subsection, paper discusses the protocols that may 

follow flat and data centric routing principles and also 

highlights their advantages and their performance issues. 

 

2.1 Flooding  
Flooding is the simplest routing technique which has been 

designed for multi-hop networks. In flooding, whenever a 

node receives a packet, it sends out the received packet to all 

of its neighbors. This process continues until all the nodes 

within the network receive the packet or a maximum number 

of hops for that packet are achieved [6]. In other words we 

can say that in flooding, the received packets are flooded 

through the whole network. The main advantage of flooding is 

that all the nodes that are participating in this routing 

technique don’t have a need for neighborhood information. 

However this routing technique has many flaws as explained 

below: 

2.1.1 Implosion 
Is the process in which multiple nodes send out same packet 

to the same destination. Due to this fact, duplicated packets 

are received by the destination node. As shown in figure if 

node X shares M neighbor nodes with another node Y the 

sensor node Y receives M copies of the packets sent by node 

X as shown in figure 2(a). 

              

(a) Implosion                             (b)  Data Overlap 

Figure 2: Main problems with flooding 

2.1.2 Overlap 
Sometimes the two sensing nodes deals with overlapping 

sensing networks therefore both the nodes sense the same data 

at the same time. Consequently their neighbour nodes will get 

replicated data as shown in the figure 2(b). 

2.1.3 Resource blindness 
Availability of energy is the most dominant resource in WSNs 

which should be significantly utilized by the networking 

protocols. However, the flooding nodes do not deal with the 

amount of energy resources provides to them at the given time 

of interval. 

2.2 Gossiping 
Gossiping protocol was proposed to overcome the implosion 

problem faced by flooding nodes. In gossiping, whenever a 

node receives data, it doesn’t broadcast the data through the 

whole network but select a random node among its neighbors 

and then send the data to that randomly selected node. Once 

the selected neighbor node receives the data then it again 

selects a random node among its neighbor and sends the data 

to that node. Note that, at a particular time interval only a 

single node is informed about the data. Hence, the information 

is distributed slowly and long time propagation is required to 

forward the data to all sensor nodes [7]. On the other hand, the 

energy consumption of gossiping protocol is less than that of 

flooding as it avoids the replicated copies of packet. 

Although, gossiping can avoid the implosion problem but it 

cannot solve the overlapping problem. 

2.3 Direct Diffusion 
It can be classified under both data centric and flat routing 

protocols. A node appeals for data by forwarding interests for 

naming data. A sensing work is propagated within the whole 

network. The nodes which show interest, arranged their own 

gradients throughout the network to which the data 

transmission is carried out [8]. During the delivery of data, 

reinforcement and negative reinforcement techniques are used 

for systematic distribution. As shown in the figure 3. 

 

Figure 3: Direct dffusion 



International Journal of Computer Applications (0975 – 8887)  

Volume 94 – No 6, May 2014 

17 

SPIN[9], energy aware routing protocols[10], rumor  

routing[11], gradient-based Routing[12], CADR[13], 

COUGAR[14], ACQUIRE[15], Short path minded 

SPIN(SPMS)[16] and solar aware routing[17] also follow flat 

and data centric routing principles 

3. HIERARCHICAL ROUTING 

TECHNIQUE 
In hierarchical routing, the whole network is divided into 

multiple clusters. One node in each cluster plays a leading 

role called cluster-head. The cluster-head is the only node that 

can communicate with a base station in clusters routing 

protocols [18]. This significantly reduces the routing overhead 

of normal nodes because normal nodes have to transmit to 

cluster-head only. In the next subsection, paper summarizes 

the protocols that may follow hierarchical routing principles 

and also highlights their advantages and their performance 

issues. 

3.1 LEACH (Low Energy Adaptive 

Clustering Hierarchy) Routing Protocol 
LEACH (Low Energy Adaptive Clustering Hierarchy) refines 

the energy consumption in WSNs through cluster based 

procedure. LEACH selects sensor node randomly as cluster 

head and creates clusters in the network then, every non-CH 

sensor joins the cluster of closest CH. The transmission within 

the clusters is directed to the cluster heads, which accomplish 

aggregation, then communicate with sink. Consequently CHs 

consume more energy than non-CHs, due to this fact LEACH 

permits rotation of CH status to balance the energy 

consumption among sensors [19]. The working of LEACH is 

managed through the rounds. At every round, the operation of 

LEACH is divided into two stages, the set up stage and the 

steady state stage. In set up time, CHs are elected, clusters are 

created and then cluster communication schedule is 

determined. Firstly, sensor nodes choose a random number m 

between 0 and 1. If this number m is less than threshold value 

T (n), then sensor nodes become the cluster head. Since the 

number m is randomly selected, that’s why the number of 

CHs cannot be fixed. T (n) is calculated as 

 

Where p is the desired percentage of CHs, r is the present 

round and G is the set of nodes that haven’t been CHs in the 

last 1/p rounds. The elected CHs then broadcast the 

advertisement message to their neighbors within the network, 

to inform that they are the latest CHs. For this procedure, the 

CSMA random access technique is used to avoid the 

collisions. Once the sensor nodes receive the advertisement 

message, then they decide the cluster they want to join. If a 

sensor node earns multiple advertisement messages from 

multiple CHs, then the selection of cluster head is done on the 

basis of the signal strength of the advertisement message. The 

cluster head with the highest signal strength is elected. After 

this, the sensor nodes inform the associate CH that they will 

be the member of the cluster. This is called the cluster setup 

phase. Ultimately, the schedule creation operation is 

performed, where the CHs allocate the time during which the 

sensor nodes can send data to the CHs. A time division 

multiple access technique is used for this selection. After the 

completion of the setup phase, LEACH switches to steady 

state phase. In this phase, the sensor nodes start sensing and 

transmitting the data to the CHs. CHs aggregate the data from 

the sensor nodes within their cluster then finally send all the 

data to the sink. However, this routing technique has also 

some limitations as explained below 

 The procedure for the selection of cluster heads doesn’t 

use energy. Consequently, low power nodes can become 

CHs and these nodes die faster and produce a 

disconnection between the sink and WSN. 

 LEACH is not applicable to those WSNs that are 

deployed in large regions. 

 At every round, the number of CHs formation is 

unpredictable due to the randomly selected value m. 

 
All these disadvantages are overcome by descendents of 

LEACH protocols. Some of these are LEACH-C [20], 

LEACH-F [21], LEACH-B [22], LEACH-E [23], A-LEACH 

[24], S-LEACH [25] and LEACH-H [26].     

3.2  PEGASIS (Power Efficient Gathering 

in Sensor Information System) Routing 

Protocol 
PEGASIS (Power Efficient Gathering in Sensor Information 

System) is a chain based power efficient protocol [27]. The 

construction of chain is done according to a greedy algorithm, 

where each node selects their closest neighbor as the next hop 

in the chain. The main features of PEGASIS are: 

 It assumes that all the nodes have global knowledge about 

the network. 

 Chain construction starts from the nodes that are farthest 

from the sink. 

 
Communication within the chain is carried out sequentially. 

Each node within the chain collects data from its neighbor 

until all the data are gathered at one sensor node called chain 

leader. Chain leader manages the communication order by 

passing the token among the nodes [28]. The chain 

communication of PEGASIS is shown in figure 4.  
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Figure 4: Chain structure of PEGASIS 

Here, node 2 is the chain leader. Firstly, node 2 passes the 

token to node 0 to initiate the communication. Node 0 sends 

out its data to node 1, which fuses this data along with its own 

to form a packet. This packet is then transmitted to the node 2. 

Once the node 2 receives the packet from node 1, it passes the 

token to the other end of the chain i.e., node 6. Data from 

sensor nodes 6, 5, 4 and 3 is also collected and transmitted to 

node 2 using the same procedure. After receiving all the 

information, node 2 transmits the data to sink through a single 

hop communication. 

3.3 TEEN and APTEEN Hierarchical 

Routing Protocol 
LEACH and PEGASIS protocol support applications where 

information from sensor nodes is periodically communicated 

to the sink. Consequently, these protocols may not be 

approachable to event based applications, where information 

is communicated only when certain events occur. TEEN 

(Threshold Sensitive Energy Efficient Sensor Network) 

protocol was proposed [29] to overcome this problem, the aim 

of TEEN protocol is to support an event based delivery in the 

network. TEEN organized the nodes into multiple levels of 

hierarchy. It follows a hierarchical model along with data-

centric algorithms. At first, the clusters are formed then; each 

CH transmits two threshold values to all the nodes. These are 

hard and soft threshold for the sensed attributes. The hard 

threshold is the least possible value of an attribute depends on 

the sensor will be communicating data to the sink. When the 

sensed value of attribute is greater than the threshold, the data 

are transmitted to the cluster-head. This allows the nodes to 

transmit only relevant data. Once a value above the hard 

threshold is sensed, then the node confirms, if the difference 

in the latest and earlier value is greater than the soft threshold; 

if so the new data are communicated.  

Since TEEN is depending on fixed threshold limits, it is not 

suitable for periodic reports required by some applications. To 

provide periodic information, APTEEN (Adaptive Threshold-

Sensitive Energy Efficient Sensor Network) protocol has been 

developed. APTEEN provides a TDMA- based structure for 

data transmission in every cluster. As a result, each node 

sends its data periodically to the cluster-head. Both, event 

based and monitoring applications can be served by APTEEN 

[30]. 

4.  QUALITATIVE EVALUATION OF 

ROUTING PROTOCOLS 
Data centric and flat architecture routing mechanisms suffer 

from data overload close to sink as the majority of 

information being concentrated near the sink. As a result, 

these nodes consume more energy than other sensor nodes 

hence, die faster and create disconnection in WSN. The 

limitations of data-centric and flat architecture routing 

protocols can be addressed by forming a hierarchical routing 

technique where nodes are grouped into clusters and the 

interactions between the cluster members are controlled by 

cluster-head. Based on this mechanism, many hierarchical 

routing protocols have been proposed to address the 

scalability and energy consumption challenges of WSN. Table 

1 shows the comparison of different routing protocols in WSN 

according to different metrics. 
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Table 1. Comparison of different routing protocols in WSN 

Routing 

Protocols 

Classification Position 

awareness 

Scalability Mobility Power 

usage 

Data 

Aggregation 

Query 

based 

QoS 

Flooding Flat No Limited No High No No No 

Gossiping Flat No Limited No High No No No 

Direct 

Diffusion 

Data centric/ 

flat 

No Limited Limited Limited Yes Yes No 

LEACH Hierarchical No Good Fixed BS Maximum Yes No No 

PEGASIS Hierarchical No Good Fixed BS Maximum No No No 

TEEN & 

APTEEN 

Hierarchical No Good Fixed BS Maximum Yes No No 

 

5. CONCLUSION 
In recent years, routing in wireless sensor network has 

become modern area of research. One of the main problems in 

the design of routing protocols for WSNs is how to efficiently 

utilize energy because energy resources are very limited. The 

main aim behind the routing protocols design is to keep the 

sensors in operation as long as possible, thus extending the 

network’s lifetime. This paper, presented a survey of routing 

techniques in wireless sensor networks .These have the 

common objective of trying to extend the lifetime of the 

sensor network. Although many routing protocols have been 

proposed in WSN, more work is still needed to find more 

efficient, scalable and robust routing scheme to reduce energy 

consumption and prolonging network’s lifetime in small and 

large WSNs. 
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